
	Data Stewardship and Security Task Force
Cordelia Camp 101a
Tuesday – August 5, 2008


	Present
	Steve Christison, Lisa Gaetano, Larry Hammer, Debbie Justice, Scott Koger, Mary Ann Lochner, David Onder, Bil Stahl, Scott Swartzentruber, and Leila Tvedt


	Absent
	Pam Buchanan and Jeanine Newman


	Recorder
	Jenny Owen


	Miscellaneous
	· Because of her heavy work load, Jeanine Newman asked to be replaced with Mike Stewart on the Data Stewardship and Security Task Force.


	Stem-the-Tide Memo
	· Task Force members discussed the “stem-the-tide” memo that Mary Ann Lochner drafted.

· A concern about not being notified by vice chancellors after they received justification memos from their various departments was discussed by the task force. The general consensus was that if no word had been received from the vice chancellors, it could be assumed the justification memos were approved. Scott Koger suggested departments follow up with a communication to the vice chancellors to confirm approval.


	Action Items
	· After incorporating editorial comments provided by Bil Stahl and Leila Tvedt, Lochner will send the “stem-the-tide” memo to task force members one more time for review. Lochner will send the memo after Stahl informs her that vice chancellors have received a directive at an upcoming Executive Council meeting to identify data systems in their divisions. That information will be reconciled with what is being collected in the access control audit. 
· A copy of the original social security collection memo dated September 4, 2007, will be included with the “stem-the-tide” memo. 

· Lochner will send Stahl an updated manager list.


	FERPA Guidance for PDF Documents
	· Larry Hammer asked for input on a form he drafted that provides instructions on how to create a PDF or XPS of individual students’ degree audits.

· Suggestions:

· Replace “FERPA Warning” with “Security Warning”

· Clarify bullet that says “do not retain local copies” to “do not keep copies on local hard drive.”

· Change wording in final bullet from “do not post the file to a non-university server” to “only post the file to a secure network storage area, i.e., H:drive”



	Communication Plan
	· The Task Force reviewed version 4 of the draft communication plan.
· Suggestions:

· Intent section: add something about notifying  “the appropriate data steward/vice chancellor”

· Process, no. 1: add something about asking the individual(s) who reports a security breach to not discuss it.

· Process, no. 2, second bullet: change “HIPPA Officers” to “appropriate compliance officer”

· Process, nos. 3 and 4: include something about developing a timeline on who needs to respond, who they need to respond to, and when they need to respond.  Each security breach incident would be ad hoc.

· Process, no. 5: add a bullet about “debriefing”; add a bullet about “tallying up the cost”; and add a bullet about “reporting back to someone.”
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